a2 United States Patent

Kakadia et al.

US009131390B2

US 9,131,390 B2
Sep. 8, 2015

(10) Patent No.:
(45) Date of Patent:

(54) OPTIMIZATION OF TRANSMISSION (56) References Cited
CONTROL PROTOCOL (TCP)
CONNECTIONS IN A WIRELESS NETWORK U.S. PATENT DOCUMENTS
(71)  Applicants: Verizon Patent and Licensing Inc., %88%; 85%%2 ﬁ} : 5; %88% f/{%ﬁ?‘l:’earll etal oo ‘7‘(5)3;‘2‘;3‘
iri?ngton’ gi (Ug)’ Cellco Partnership. 2003/0179703 Al*  9/2003 Levyetal. .. .. 370/230
rlington, NJ (US) 2005/0041584 Al*  2/2005 Lauetal. ... . 370/235
. . 2012/0257499 Al* 10/2012 Chatterjee et al. .. ... 370/232
(72) Inventors: Deepak Kakadia, Union City, CA (US); 2014/0050095 AL* 2/2014 Szilagyietal. ... ... 370/236
Xin He, Basking Ridge, NJT (US); 2014/0105035 Al*  4/2014 Tametal. ...cooooomrrneen.. 370/252
Zuhair B. Moin, Danville, CA (US);
Rakesh H. Chandwani, Freeho(ld, IzU OTHER PUBLICATIONS
Eggg’ Lalit R. Kotecha, San Ramon, CA Author: Gomez et al. Title: QoS modeling for End-to-End Perfor-
mance evaluation over networks with wireless access Publisher:
(73) Assignees: Verizon Patent and Licensing Inc., EURASIP Journal on wireless communications and networking Pub-
Basking Ridge, NJ (US); Cellco lished: Mar. 2010.*
Partnership, Basking Ridge, NJ (US) . .
* cited by examiner
(*) Notice: Subject to any disclaimer, the term of this )
patent is extended or adjusted under 35 Primary Examiner — Chirag Shah
U.S.C. 154(b) by 203 days. Assistant Examiner — Rina Pancholi
(21) Appl. No.: 13/781,661 (57) ABSTRACT
(22) Filed: Feb. 28. 2013 Network parameters implemented in a number of network
’ e devices may be optimized. In one implementation, a device
(65) Prior Publication Data may receive values for a network parameters, the network
parameters including network parameters associated with
US 2014/0241159 Al Aug. 28,2014 devices in a network. At least a first portion of the network
parameters may relate to traffic control in transmission con-
(51) Int.Cl. trol protocol (TCP) sessions in the network and at least a
Ho4w 24/02 (2009.01) second portion of the network parameters may relate to data
HO4L 12/24 (2006.01) transmission in a radio access interface in the network. The
Ho4L 12/26 (2006.01) device may further receive values for performance indicators
(52) US.CL that define a performance of one or more aspects of the
CPC . HO4W 24/02 (2013.01); HO4L 41/083 network. The device may further modify one or more of the
(2013.01); HO4L 43/08 (2013.01); HO4L network parameters based on the received values for the
43/0829 (2013.01); HO4L 43/0852 (2013.01); network parameters and based on the received performance
HOA4L 43/0888 (2013.01) indicators, to optimize performance of the network with
(58) Field of Classification Search respect to the performance indicators.

None
See application file for complete search history.

00—,

20 Claims, 13 Drawing Sheets

Reseive values for network
parameters

Roceive performance indicators
relating to network operation.

Store performance indicators
associated with curent values of the
network parameters.

656
Update network
parameters.
640,

Perform newwork analytics, hased on
the values of the performance
wndicanors and the values for the
network parameters, to delermine
potential updates to the network
parameters.

Are eusrent network

650, ' ‘Garameter values optimal?

End, network
optimization




U.S. Patent Sep. 8, 2015 Sheet 1 of 13 US 9,131,390 B2

Server

5 €
! xS 3 -~
X S ®©
w @ ;ES_ =
2 21 g E (o))
-q-)Q)‘ Q);E 1 e
o3 |
C



U.S. Patent Sep. 8, 2015 Sheet 2 of 13 US 9,131,390 B2

240
Server

250

238
b

PGW

236
260

SGW

230
AL

Fig. 2

Network
Optimization
Component

234

P}
©
K
X
(%}
©
m

220

200
Y




US 9,131,390 B2

Sheet 3 of 13

Sep. 8, 2015

U.S. Patent

¢ "Bidq

suodwon
-1
. uopeziwnd
“ sweled m.\.owm v_,_0>>“®ZO
| s|qeuny |
| . 09z
iy ~0EE m—————— -
_ 1
SR bl chakeld T 7 - -1 1
ﬁ coen SWEIE] \ 0ge SWeled ! mvm\“ s|iqeuny !
! s|qeuny | I gqeuny | ” ‘Byuo) |
[ N o e e roe oo o . - | :
senieg | P m ! m ! opes |
ocz | ‘Byuoo } Byuoo | slen i
boogels I oogels | ---r---
mwmkﬂsss—:ss. owm.),s..s—.......
- [neyyoey
MOd MOS MOMIBN
d 7
9¢e 9¢c
ovZ vee oze
AN v Y,
0gc



US 9,131,390 B2

Sheet 4 of 13

Sep. 8, 2015

U.S. Patent

y "B

0Zy  ocy  (geponNs)
_l./l. .\m wa(zul..ll..._
m mg@ w “ o |
e () ——F
20y 0zZZ e-0L¥
r— = —-0iz
| _
Moy “ D | !

ddy
IVElle

y0v



US 9,131,390 B2

Sheet 5 0of 13

Sep. 8, 2015

U.S. Patent

| |
I
| TTTTSRY
701G [ o2 |
| _
(geponNe) _ |
WY _
mlormn\_\ T
anmne  ananes wmnms  wanan  asal
ddy
19AI88 usio
Z0S ¥09

R—00S



U.S. Patent

600 —,

US 9,131,390 B2

Sep. 8, 2015 Sheet 6 of 13
610
Receive values for network
parameters.
620 A k4
Receive performance indicators
relating to network operation.
630 Y

Update network
parameters.

M~ 660

A

h

Store performance indicators
associated with current values of the
network parameters.

640, 4

Y

Perform network analytics, based on
the values of the performance
indicators and the values for the
network parameters, {o determine
potential updates to the network
parameters.

NO

Are current netwaork
650 parameter values optimal?

YES

End, network
optimization.




US 9,131,390 B2

Sheet 7 of 13

Sep. 8, 2015

U.S. Patent

N-OL L~

N senjep Acusie] 80ina(] HIoOMISN e
N sanjea indybnoiy ] asineQ YoOMIoN »

N sisjsuweird ajgeuny e

N ssnjeA uonemByuos onels ¢

¢0LL

Z sanjep AousieT soine(] YIOMISN ¢
Z senjep ndybnosyj aonag YIoMIoN e

Z siolswered ajgeuny e

Z senjep uoiemByon 1eIS -«

¥ 3

b-0LL-

| sonjep AOUSIET S0IAS(] YIOMSN »

L senjeA ndubnoly ) e0iAs( YIOMSN «

| sioleueIEd Q|qeun] «

| sonfeA uoneinbyuo”) dEelS e -




U.S. Patent Sep. 8, 2015 Sheet 8 of 13 US 9,131,390 B2

|
[
Q P
N &
<O
O
[aN]
/'
8
Y =
)
o
2
(=
N o
= 5
7
[en]
m< an
~ 89 (oo
= 0
T g o))
s 5 —
§ = X ©
8%
¥ 2
[<h}
Sz
.

220

800
N



U.S. Patent Sep. 8, 2015 Sheet 9 of 13 US 9,131,390 B2

o
N
z
0
o \_/
<
O]
0
"o
N
»
<
Q)
)
o
A=l
LL.
X3
o=
23
L3
Zm
o
< -
E (@]




U.S. Patent Sep. 8, 2015 Sheet 10 of 13 US 9,131,390 B2

1010

Time
Fig. 10

1020

Uipimpued



U.S. Patent Sep. 8, 2015 Sheet 11 of 13 US 9,131,390 B2

1100 —~,

1110

Determine instantaneous RAN
capacity.

l

Determine actually throughput of
bearer channel(s).

l

Calculate, based on instantaneous

RAN capacity and capacity actually

used by RAN, the TCP-RAN usage
metric.

l

Output the TCP-RAN usage metric.

1120~

1130w

1140 A

Fig. 11



U.S. Patent Sep. 8, 2015 Sheet 12 of 13 US 9,131,390 B2

1210
1220

Time
Fig. 12

yipimpueg



US 9,131,390 B2

Sheet 13 of 13

Sep. 8, 2015

U.S. Patent

¢l "Bid

0ctl

d0S553204d

09ctl

IDV4YILNI
NOLLVOINNWINOD

ovel 0sel
ININOJINOD 1NINCIINQD
1NdNi 1Ndino




US 9,131,390 B2

1
OPTIMIZATION OF TRANSMISSION
CONTROL PROTOCOL (TCP)
CONNECTIONS IN A WIRELESS NETWORK

BACKGROUND

Transmission Control Protocol (TCP) is a commonly used
protocol, in the Internet Protocol (IP) suite, that provides data
transmission services to application programs. For example,
when an application program desires to send data, instead of
breaking the data into smaller pieces and issuing a series of [P
requests, the application program may issue a single request
to a TCP component. The TCP component may, in turn,
handle IP-related tasks associated with transmitting the data
(e.g., breaking the data into smaller pieces and issuing mul-
tiple IP requests to transmit the data).

Wireless networks, such as cellular wireless networks, may
provide network connectivity to mobile devices, such as cel-
Iular telephones. The mobile devices may connect to other
devices, such as servers within a packet data network con-
nected to the wireless network, using a number of possible
protocols, including TCP. A TCP session may be associated
with a number of parameters that can be used to optimize the
effectiveness of data transferred in the TCP session. The
wireless network may similarly be associated with param-
eters that may be used to optimize the data transfer for the
radio (wireless) interface.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is adiagram conceptually illustrating an example of
an overview of concepts described herein;

FIG. 2 is a diagram of an example environment in which
systems and/or methods described herein may be imple-
mented;

FIG. 3 is a diagram illustrating examples of network
parameters that may be used by the network optimization
component shown in FIG. 2;

FIG. 4 is a diagram illustrating an example of a model of a
system that is modeled using M/M/1 queues;

FIG. 5 is a diagram illustrating an example of a model of
another system that may be modeled using M/M/1 queues;

FIG. 6 is a flow chart illustrating an example process for
optimizing a network for TCP sessions;

FIG. 7 is a diagram conceptually illustrating concepts
shown in FIG. 6;

FIG. 8 is a diagram of an example environment in which
systems and/or methods, relating to the calculation of RAN-
TCP usage metric, may be implemented;

FIG. 9 is a diagram that conceptually illustrates traffic
flows for TCP traffic in an environment that includes a radio
access network interface;

FIG. 10 is a diagram illustrating an example of bandwidth
corresponding to one of the traffic flows shown in FIG. 9;

FIG. 11 is a flow chart illustrating an example process for
determining the TCP-RAN usage metric;

FIG. 12 is a diagram graphically illustrating an example of
the calculation of the TCP-RAN usage metric; and

FIG. 13 is a diagram of example components of a device.

DETAILED DESCRIPTION OF PREFERRED
EMBODIMENTS

The following detailed description refers to the accompa-
nying drawings. The same reference numbers in different
drawings may identify the same or similar elements.
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2

Techniques described herein may provide for end-to-end
optimization of network parameters. The network parameters
may include parameters relating to both radio links, in the
wireless network, and to parameters relating to TCP sessions.
The optimal set of network parameters may be determined
through analytics applied to one or more network perfor-
mance indicators (e.g., throughput, latency, or packet loss)
that are measured for different combinations of the set of
network parameters. In one implementation, the analytics
may be applied by incrementally modifying the network
parameters to cause changes in performance indicators of the
network until an acceptable or optimal set of network param-
eters is determined.

FIG. 1 is a diagram conceptually illustrating an example of
an overview of concepts described herein. As shown in FIG.
1, user equipment (UE), such as a mobile device, may com-
municate with a server as part of a TCP session (illustrated by
the curved line between the UE and the server). The physical
transport layer for the TCP session may span a number of
different types of network segments, such as a radio access
network (RAN), a wireless core network, and a packet data
network (PDN). Consistent with aspects described herein,
TCP sessions, such as the illustrated TCP session, may be
optimized based on analytics applied to network parameters.

The network parameters may include a set of parameters
associated with multiple devices that participate in the pro-
viding of the TCP session. In one implementation, the net-
work parameters may be parameters associated with devices
over an entire extent of the TCP session (e.g., the network
parameters may be end-to-end parameters). The network
parameters may include, for example, TCP static configura-
tion parameters (e.g., parameters that are designed to be con-
figured before initiating a TCP process), TCP tunable param-
eters (e.g., parameters that may be dynamically modified
during the operation of a TCP session), static and tunable
parameters relating to operation of the RAN (e.g., parameters
used by the UEs or by a base station in the wireless core
network), and/or other parameters.

As illustrated in FIG. 1, anetwork optimization component
may receive the network parameters (“NW Parameters”)
from various network devices in the end-to-end path of com-
munication sessions. The network optimization component
may also receive performance indicators (“Performance Indi-
cators”) that relate to the performance of the network, such as
information relating to the performance of one or more TCP
sessions. The performance indicators may include statistics
relating to the operation of the TCP sessions, such as average
throughput, latency, and/or packet loss data relating to the
operation of the TCP sessions. In one implementation, the
performance indicators may include a value that quantifies
the theoretical capacity of the RAN relative to the capacity
that is actually used by the TCP sessions.

The network optimization component may apply analytic
techniques to the performance indicators and the network
parameters. Based on the analytic techniques, optimal values
for the network parameters may be determined. In some
implementations, the network optimization component may
iteratively modify various ones of the network parameters
based on monitoring of the performance indicators.

FIG. 2 is a diagram of an example environment 200 in
which systems and/or methods described herein may be
implemented. Environment 200 may represent, in additional
detail, one implementation of the environment shown in FIG.
1. As illustrated, environment 200 may include one or more
UEs 210, RAN 220, wireless core network 230 (shown by
base station 232, backhaul network 234, a serving gateway
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(SGW) 236, and packet data network gateway (PGW) 238),
PDN 240, server 250, and network optimization component
260.

UEs 210 may include portable computing and communi-
cation devices, such as a personal digital assistant (PDA), a
smart phone, a cellular phone, a laptop computer with con-
nectivity to a cellular wireless network, a tablet computer, etc.
UEs 210 may also include non-portable computing devices,
such as desktop computers, consumer or business appliances,
set-top devices (STDs), or other devices that have the ability
to connect to RAN 220. UEs 210 may connect, through a
radio link, to RAN 220. Through the radio link, UEs 210 may
obtain data and/or voice services, such as services provided
through TCP session(s).

RAN 220 may include one or more devices that include
radio interfaces to provide wireless connections to UEs 210.
RAN 220 may include a radio access network for a cellular
network.

Wireless core network 230 may implement a network that
provides routing, control, and data transmission services for
UEs 210. Wireless core network 230 may connect to one or
more other networks, such as to PDN 140 (e.g., the Internet),
to provide network service to UEs 210. In one implementa-
tion, wireless core network 230 may implement an L'TE net-
work. In this situation, wireless core network 230 may be
implemented using a flat, IP-based network architecture that
includes one or more network devices or components that
facilitate the providing of network access to UEs 210. Wire-
less core network 230 may include a number of network
devices that may be used to implement the LTE network. For
example, as illustrated, wireless core network 230 may
include a base station (such as eNodeB 232), a backhaul
network 234, a serving gateway (SGW) 236, and a packet data
network gateway (PGW) 236. Wireless core network 230
may be implemented using other technologies and include
other or different network devices.

Base station 232 may provide one or more radio interfaces
over which eNodeB 232 may communicate with UEs 210 to
thus implement RAN 220. The radio interfaces may include,
for example, orthogonal frequency-division multiplexing
(OFDM) and/or single-carrier frequency-division multiple
access (SC-FDMA) based radio interfaces. In the context of
an LTE network, base station 232 may be referred to as an
eNodeB, and will be referred to as eNodeB hereinafter.

Backhaul network 234 may include one or more devices,
such as switches and/or routers, that may be used to connect
eNodeB 232 to SGW 236. In one implementation, backhaul
network 234 may include an Ethernet-based backhaul net-
work.

SGW 236 may include one or more computation and com-
munication devices that route and forward user data packets.
SGW 236 may route and forward user packets and also act as
a mobility anchor during inter-base station handoffs.

PGW 238 may provide connectivity from mobile devices
to external PDNs, such as PDN 240. PGW 238 may provide
connectivity from UEs 210 to PDN 240 by being the point of
exit and entry of traffic between wireless core network 230
and PDN 240. PGW 238 may perform policy enforcement,
packet filtering, and charging support relating to the connec-
tivity of UEs 210.

PDN 240 may include one or more packet networks, such
as an Internet Protocol (IP) based packet network. PDN 240
may include a wide area network (WAN), a local area network
(LAN), and/or combinations of WANs and LANs. UEs 210
may access PDN 240, through PGW 238, to obtain compu-
tation and/or data services from computing devices, such as
server 250, connected to PDN 240.

10

15

20

25

30

35

40

45

50

55

60

65

4

Server 250 may include one or more computation and
communication devices that provide data and/or computing
services to connecting devices, such as to UEs 210. Server
250 may include, for example, a web server, a file server, or
another type of server. In one implementation, when commu-
nicating with UEs 210, server 250 may use the TCP protocol.
As described in more detail below, TCP sessions between a
server, such as server 250, and one or more UEs 210, may be
optimized by network optimization component 260.

Network optimization component 260 may include one or
more computation and communication devices that operate to
assist in optimizing performance of TCP sessions with UEs
210. Network optimization component 260 may receive
information regarding network parameters from a number of
network devices that may be associated with TCP sessions,
such as UEs 210, network devices that handle control traffic
in wireless core network 230 (or other networks), network
devices that handle bearer traffic in wireless core network 230
(or other networks), servers 250, and/or other network
devices. Network optimization component 260 may also
receive performance indicators that relate to the performance
of'the TCP sessions in environment 200. Network optimiza-
tion component 260 may then apply analytic techniques to the
performance indicators and the network parameters. Based
on the analytic techniques, optimal values for the network
parameters may be determined. The operation of network
optimization component 260 will be described in more detail
below.

Although network optimization component 260 is illus-
trated, in FIG. 2, as a separate element in environment 200, in
some implementations, network optimization component
260 may be implemented within wireless core network 230,
within another network, and/or as functionality performed by
another network device. Additionally, in other implementa-
tions, environment 200 may contain fewer components, dif-
ferent components, differently arranged components, or addi-
tional components than those depicted in FIG. 2.
Alternatively, or additionally, one or more components of
environment 200 may perform one or more other tasks
described as being performed by one or more other compo-
nents of environment 200.

FIG. 3 is a diagram illustrating, in the context of environ-
ment 200, examples of network parameters that may be used
by network optimization component 260. The network
parameters may generally be parameters that may affect the
operation of TCP sessions in environment 200.

The various network devices in environment 200 may each
be associated with one or more static configuration values and
one or more tunable parameters. The “phrase static configu-
ration values,” as used herein, may refer to information that
may be used to customize or configure the operation of a
device. The static configuration values may be “static” in the
sense that the configuration values may require areboot of the
network device and/or may otherwise not generally be
designed to be applied during operation of the network device
or during operation of a process or protocol implemented by
the network device (e.g., during a TCP session). A static
configuration value may be used to select a particular protocol
or process that is implemented by the network. A tunable
parameter, in contrast, may refer to a value that may be
modified during run-time operation of a network device and
may be used to tune or refine the operation of one or more
processes and/or protocols that are being implemented by the
network device.

InFIG. 3, UE 210, eNodeB 232, SGW 236, PGW 238, and
server 250 are illustrated as being associated with static con-
figuration values 310, 315, 320, 325, and 330, respectively.
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Further, eNodeB 232, SGW 236, PGW 238, and server 250
are illustrated as being associated with tunable parameters
340, 345, 350, 355, and 360, respectively.

Examples of static configuration values may include
parameters relating to the types or versions of protocols,
relating to TCP performance, that are implemented by a net-
work device. In general, the static configuration parameters
may relate to coarse grain and/or long term network perfor-
mance changes.

Examples of tunable parameters may include changeable
parameters that are included as part of a particular protocol or
network layer. For example, the tunable parameters may
include parameters relating to the number of transmit/receive
retries for a particular protocol and/or network layer, trans-
mit/receive timeout value for a particular protocol and/or
network layer, the particular transmission mode of a protocol
(e.g., whether to use Acknowledged Mode (AM) or Unac-
knowledge Mode (UM) for data plane transport in the radio
link control (RLC) layer), etc. In general, the tunable param-
eters may relate to fine grain and/or short term performance
changes.

In some implementations, the performance of environment
200, with respect to TCP sessions, may be modeled as an
M/M/1 queuing system. In queuing theory, an M/M/1 queue-
ing node may represent a queueing point in a system in which
arrivals are determined by a Poisson process and service
times have an exponential distribution.

FIG. 4 is a diagram illustrating an example of a model 400
of'a system that is modeled using M/M/1 queues. Model 400
may be used to simulate the performance of environment 200
with respect to processing at the TCP protocol level. In par-
ticular, server applications 402 (“server apps”) may commu-
nicate with client applications 404 (“client apps™) via TCP
connection(s) that are formed between a number of network
devices. The network devices, over which the TCP sessions
are implemented, may correspond, for example, to the net-
work devices shown in FIG. 2.

A number of M/M/1 queueing nodes, labeled as nodes
410-1 through 410-4, are illustrated in FIG. 4. Each node 410
may be modeled as a queue 420 and a service process 430.
Further, each node 410 may be described by an arrival rate, A,
where A is the parameter for a Poisson process, and a node
service time, |, where | is the parameter for an exponential
distribution. Queues 420 may be first-in-first-out (FIFO)
queues that receive incoming items (e.g., packets or other data
units) based on the arrival rate. Service processes 430 may
process and output items, from the corresponding queues
420, based on the exponential distribution defined by .

In the example illustrated, node 410-1 may correspond to
UE 210, node 410-2 may correspond to RAN 220, node 410-3
may correspond to eNodeB 232, and node 410-4 may corre-
spond to server 250. Model 400 may represent a closed loop
feedback system in which static configuration values 310-330
and tunable parameters 340-360 may affect the respective
values of | for nodes 410.

FIG. 5 is a diagram illustrating an example of a model 500
of another system that may be modeled using M/M/1 queues.
Model 500 may be used to simulate the performance of envi-
ronment 200 with respect to the performance of the RL.C and
media access control (MAC) layers. In particular, the RAN
interface between server applications 502 (“server apps™) and
client applications 504 (“client apps™) may be modeled by a
number of M/M/1 nodes, labeled as nodes 510-1 through
510-4.

In the example illustrated, nodes 510-1 and 510-2 may
correspond to UE 210. For example, node 510-1 may repre-
sent queueing caused by AM mode communication in the
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RLC layer and node 510-2 may represent queueing caused by
error correction processing, such as a hybrid automatic repeat
request (HARD) processing in the MAC layer. Nodes 510-3
and 510-4 may represent queueing, caused by AM mode
communication in the RLC and HARQ processing, corre-
sponding to nodes 510-1 and 510-2, respectively. Nodes
510-3 and 510-4 may be implemented by eNodeB 232.

Models 400 and 500, as illustrated above, illustrate con-
ceptual arrangements of M/M/1 nodes that may model TCP
sessions (model 400) and the RAN interface (model 500).
Additional or fewer nodes may be included in other imple-
mentations of models 400 and 500.

Static configuration values 310-330 and tunable param-
eters 340-360 may affect the value of p for the nodes in
models 400 and 500. In one implementation, network opti-
mization component 260 may use models 400 and 500 when
determining how to modify static configuration values 310-
330 and/or tunable parameters 340-360. For example, net-
work optimization component 260 may use models 400 and
500 to simulate how the performance indicators would
change when certain changes are made to static configuration
values 310-330 and/or tunable parameters 340-360 associ-
ated with network devices.

In some implementations, network optimization compo-
nent 260 may operate to adjust static configuration values
310-330 and/or tunable parameters 340-360 in a manner that
simultaneously takes into consideration both the optimization
of TCP sessions (e.g., as modeled in model 400) and the RAN
interface (e.g., as modeled in model 500). In contrast, tech-
niques that attempt to tune network parameters relating to
TCP sessions and the RAN interface, in isolation from one
another (e.g., without taking both into consideration), may
result in sub-optimal network tuning

FIG. 6 is a flow chart illustrating an example process 600
for optimizing a network for TCP sessions. Process 600 may
be implemented, for example, by network optimization com-
ponent 260.

Process 600 may include receiving values for the current
network parameters (block 610). As previously mentioned,
the network parameters may include static configuration val-
ues and tunable parameters. In one implementation, and as
illustrated in FIG. 3, the network parameters may be received
from a number of network devices, such as network devices
corresponding to end-to-end TCP connections in environ-
ment 200 (e.g., UE 210, eNodeB 232, SGW 236, PGW 238,
and server 250). In other implementations, the network
parameters may be received from network devices corre-
sponding to a subset of an end-to-end connection (e.g., UE
210, eNodeB 232, SGW 236, and PGW 238; but not server
250).

The received network parameters may include, for
example, values for static configuration values 310-330 and/
or tunable parameters 340-360. As previously mentioned,
static configuration values 310-330 may include, for
example, values relating to particular protocols used. Tunable
parameters 340-360 may include, for example, values relat-
ing to the transmission of data in the radio access interface,
such as: the number of retries relating to the RLC layer,
timeout values relating to the RLC layer, number of retries
relating to the HARQ process in the MAC layer, timeout
values relating to the HARQ process in the MAC layer, values
relating to cell selection for cells in the RAN interface, values
relating to power control of the RAN interface (e.g., radio
power levels used by UEs 210 and eNodeB 232), values
relating to capacity management for the RAN interface, and/
or values relating to mobility for the RAN interface (e.g.,
handoff thresholds) . Tunable parameters 340-360 may also
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include, for example, values relating to traffic control in TCP
sessions, such as: values relating to TCP wait intervals, values
relating to the maximum/minimum number of allowed TCP
connections, values relating to TCP congestion control algo-
rithms, values relating to TCP compression algorithms, and/
or other TCP related values.

Process 600 may further include receiving information
regarding performance indicators relating to the operation of
the network (block 620). In one implementation, the perfor-
mance indicators may include values that quantify the perfor-
mance of the network in environment 200. The performance
indicators may relate to, for example, throughput, latency,
packet loss, or other performance indicators. In one imple-
mentation, the performance indicators may include a value
that quantifies the theoretical capacity of the RAN relative to
the capacity that is actually used by the TCP sessions. The
calculation of this performance indicator will be described in
more detail below.

The performance indicators may be received by network
optimization component 260 from one or more network
devices, such as the network devices corresponding to end-
to-end TCP connections in environment 200 (e.g., UE 210,
eNodeB 232, SGW 236, PGW 238, and server 250). In other
implementations, the performance indicators may be
received from network devices corresponding to a subset of
an end-to-end connection (e.g., UE 210, eNodeB 232, SGW
236, and PGW 238; but not server 250).

In some implementations, only a single performance indi-
cator may be monitored by network optimization component
260. For example, assume that total network throughput is
determined, such as by a network administrator, to be the
performance indicator that is most relevant for optimization
of environment 200. In this case, network optimization com-
ponent 260 may perform network optimization based on
throughput values (e.g., not based on measures of latency,
packet loss, and/or other indicators). In other implementa-
tions, multiple performance indicators may be used and ana-
lyzed by network optimization component 260 when opti-
mizing the operation of environment 200.

Process 600 may further include storing the received per-
formance indicators in association with the values for the
current network parameters (block 630). For example, net-
work optimization component 260 may store, for the values
of the current network parameters, the corresponding values
of the performance indicators, as received in block 620.

Process 600 may further include performing network ana-
Iytics, based on the received values of the performance indi-
cators and the values of the network parameters, to determine
potential updates to the network parameters (block 640). In
one implementation, network optimization component 260
may perform the network analytics to determine incremental
changes to one or more of tunable parameters 340-360, to
potentially improve the values of the performance indicators.
For example, in a situation in which performance indicators
are based on TCP throughput values, network optimization
component 260 may determine adjustments to one or more
tunable parameters 340-360 that are likely to improve the
throughput values. In some implementations, network opti-
mization component 260 may also or alternatively determine
changes or optimizations to one or more of static configura-
tion values 310-330.

In some implementations, network models, such as models
400 and 500, may be used by network optimization compo-
nent 260, when performing network analytics, to assist in
determining which network parameters should be changed
and the amount by which these network parameters should be
adjusted. For example, network optimization component 260
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may simulate the expected value of the relevant performance
indicators using network models, such as models 400 and
500. Based on the simulations, network optimization compo-
nent 260 may determine potential updates to the network
parameters. In some implementations, network optimization
component 260 may use historical network parameter values
and the corresponding performance indicators to update and/
or optimize the network models.

In other implementations, the network analytics, per-
formed at block 640, may be implemented using other tech-
niques. For example, network optimization component 260
may automatically determine potential updates to the net-
work parameters, based on the performance indicators, using
machine learning techniques, statistical techniques, interpo-
lation, or other techniques to determine modifications to tun-
able parameters 340-360 and/or static configuration values
310-330 that will lead to an enhancement in the performance
indicators.

Process 600 may further include determining whether the
current network parameters values are optimal (block 650). In
one implementation, the current network parameter values
may be determined to be optimal when previous adjustments
to the network parameters fail to cause an improvement in the
values of the performance indicators. For example, network
parameters may be iteratively modified, and the resulting
performance indicators monitored, until the previous modi-
fication to the network parameters fail to improve values of
the performance indicators. In other implementations, other
stopping conditions may be used to determine when the net-
work parameter values (e.g., after a maximum number of
iterations, when the performance indicators over a last pre-
determined number of iterations improve by less than a
threshold amount, etc.) are optimal.

When the current network parameter values are not optimal
(block 650—NO), the network parameters may be updated
(block 660). The amounts to update the various network
parameters may be determined in block 640. As mentioned,
network optimization component 260 may determine the
updates/adjustments to the network parameters in a manner
that is calculated to improve the performance indicators. Net-
work optimization component 260 may, for example, com-
municate with each of the network devices (e.g., UE 210,
eNodeB 232, SGW 236, PGW 238, and/or server 250) that
are associated with updated network parameters to update the
network parameters. By updating the network parameters, the
performance of the network may be affected and may thus
cause the performance indicators to change. When the current
network parameter values are determined to be optimal
(block 650—YES), optimization processing may be com-
plete.

FIG. 7 is a diagram conceptually illustrating concepts
shown in FIG. 6. Each of rectangles 710-1 through 710-N
may represent a set of network parameters, having particular
values, and corresponding performance indicators that were
received from the network. As shown, rectangle 710-1 may
represent one or more static configuration values 712 (Static
Configuration Values 1) and one or more tunable parameters
714 (Tunable Parameters 1) that are implemented in the net-
work. Additionally, rectangle 710-1 may further represent
performance indicators 716 (Network Device Throughput
Values 1 and Network Device Latency Values 1) that were
measured in the network with the indicated network param-
eter values. The performance indicators “Network Device
Throughput Values 1,” for example, may include one or more
measurements of throughput at one or more network devices
in the network. Similarly, the performance indicators “Net-
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work Device Latency Values 1,” for example, may include
one or more measurements of latency at one or more network
devices in the network.

Each of rectangles 710-1 through 710-N, in FIG. 7, may
represent one iteration of blocks 620-660 (FIG. 6), in which
network optimization component 260 may adjust network
parameters and receive performance indicators relating to the
network with the adjusted network parameter values. In FIG.
7, N (N>1) rectangles are illustrated, representing N itera-
tions of blocks 620-660. Network optimization component
260 may maintain models, such as models 400 and 500, that
may be used to determine how to adjust the network param-
eters. Additionally, the models themselves may be updated
based on the received performance indicators.

As described above, the optimization of network param-
eters can be performed based on one or more indicators that
measure the performance of a network. The optimization may
be performed in an end-to-end basis in the network and may
be particularly used to optimize network traffic for TCP ses-
sions. The optimization may be performed simultaneously to
adjust parameters relating to the RAN interface and to adjust
parameters relating to TCP control algorithms.

In the above description, network performance indicators
such as throughput, latency, and/or packet loss were dis-
cussed as being performance indicators that may be used
when optimizing the network parameters. In some implemen-
tations, other performance indicators may be used. For
example, the network performance indicators may include
values that quantify the theoretical capacity of the RAN rela-
tive to the capacity that is actually used by the TCP sessions.
A more detailed explanation of this performance indicator,
called the RAN-TCP usage metric herein, will next be dis-
cussed.

In some implementations, in addition to using the RAN-
TCP usage metric to optimize network parameters, as
described above, the RAN-TCP usage metric may be used in
other contexts. For example, the RAN-TCP usage metric may
be used to quantify the effectiveness of a particular optimi-
zation product or solution. Consider the situation in which a
network operator is considering whether to purchase a net-
work optimization product that is being offered by a particu-
lar vendor. The network operator may use the RAN-TCP
usage metric to evaluate the effectiveness of the optimization
product of the vendor by comparing values of the RAN-TCP
usage metric before and after provisioning of the optimiza-
tion product.

FIG. 8 is a diagram of an example environment 800 in
which systems and/or methods, relating to the calculation of
the RAN-TCP usage metric, may be implemented. Environ-
ment 800 may generally be similar to environment 200 (FIG.
2). For instance, environment 800 may include one or more
UEs 210, RAN 220, wireless core network 230 (including
eNodeB 232, backhaul network 234, SGW 236, and PGW
238), PDN 240, and server 250. In place of network optimi-
zation component 260, however, environment 800 may
include analytics component 810. In other implementations,
environment 800 may include both network optimization
component 260 and analytics component 810. In this situa-
tion, network optimization component 260 and analytics
component 810 may be implemented at the same or at differ-
ent network devices.

Analytics component 810 may include one or more com-
putation and communication devices that operate to calculate
the RAN-TCP usage metric. The operation of analytics com-
ponent 810 will be described in more detail below. Although
FIG. 8 illustrates example components of environment 800 in
other implementations, environment 800 may contain fewer
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components, different components, differently arranged
components, or additional components than those depicted in
FIG. 8. Alternatively, or additionally, one or more compo-
nents of environment 800 may perform one or more other
tasks described as being performed by one or more other
components of environment 800. For example, the functions
performed by analytics component 810 may be performed by
eNodeB 232.

FIG. 9 is a diagram that conceptually illustrates data flows
for TCP traffic in an environment that includes a RAN inter-
face. The environment of FIG. 9 may correspond to, for
example, environment 800.

As shown in FIG. 9, network traffic may conceptually be
divided into traffic on the RAN side of the network (i.e.,
network traffic between eNodeB 232 and UEs 210, which
traverses RAN 220) and network traffic in the core and/or
wired portion of the network (e.g., network traffic between
eNodeB 232 and PDN 240). TCP traffic on the RAN side of
the network is illustrated as TCP flows 910. TCP traffic on the
core and/or wired portion of the network is illustrated as TCP
flow 920. TCP flow 920 may be a shared flow that may tend to
have a significantly higher capacity than each of the indi-
vidual TCP flows 910. Each individual TCP flow 910 may
correspond to a different network bearer and the instanta-
neous capacity (e.g., bandwidth) of each TCP flow 910 may
vary relatively quickly depending on, for example, the chan-
nel quality, the modulation schemes being used, the schedul-
ing algorithms being used, etc.

FIG. 10 is a diagram illustrating an example of bandwidth
corresponding to traffic flow 910. Traffic flow 910 may cor-
respond to a single bearer in the network. In FIG. 10, upper
curve 1010 may represent the theoretical capacity of the RAN
interface. Lower curve 1020 may represent the throughput of
bits successfully transmitted over the air that is actually used
by traffic flow 910. The instantaneous capacity of TCP flow
910 may be based on a number of factors corresponding to the
parameters that define the TCP session, such as congestion
control parameters for the TCP session. The difference in the
capacity of upper curve 1010 and lower curve 1020, illus-
trated by cross-hatching in FIG. 10, may represent the theo-
retical wasted capacity in the RAN. In some situations, the
parameters that control the bandwidth of a TCP session may
not be well suited for a RAN interface, in which the instan-
taneous capacity of the RAN interface may quickly vary. As
illustrated in FIG. 10, the rate at which the potential capacity
of the RAN changes may not match up well with the TCP
congestion control algorithms (which may be tuned for traffic
flows such as traffic flows through the core/wired portion of
the network), which may tend to inefficiently use the potential
of the RAN interface.

FIG. 11 is aflow chart illustrating an example process 1100
for determining the RAN-TCP usage metric. Process 1100
may be implemented, for example, by analytics component
810, eNodeB 232, and/or a combination of analytics compo-
nent 810 and eNodeB 232. Process 1100 may be performed
on a per-bearer basis (e.g., per-UE or per network connec-
tion).

Process 1100 may include determining the instantaneous
potential RAN capacity (block 1110). The instantaneous
RAN capacity may be determined on a per-bearer channel
basis. In one implementation, the instantaneous RAN capac-
ity may be calculated as a series of capacity values in which
the series is divided into timeslots (e.g., 1 millisecond (ms)
timeslots, 50 ms timeslots, etc.). eNodeB 232 may directly or
indirectly measure capacity, for a bearer channel, for each 1
ms transmission time interval (TT]) timeslot. Alternatively or
additionally, eNodeB 232 may estimate the instantaneous
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RAN capacity based on values that are measured at eNodeB
232 or elsewhere. The values may include, for example, val-
ues relating to connection quality, values relating to latency at
the RLC and/or MAC layer, values relating to retries per-
formed at the RLC and/or MAC layer, or other values. In one
implementation, the potential RAN capacity, for a bearer,
may be computed based on the amount of Resource Blocks
Allocated to the bearer and the modulation scheme being
used.

Process 110 may further include determining the actual
throughput of a bearer channel (block 1120). For example,
eNodeB 232 may measure the amount of data that was actu-
ally transmitted, over a bearer channel and to a particular UE,
over the RAN. In one implementation, eNodeB 232 may
determine the number of bytes (or other unit of data) that were
successfully transferred based on the number of acknowl-
edgement received at the RLC layer during AM mode RL.C
transport. In some implementations, eNodeB 232 may calcu-
late the indication of the capacity actually used by the RAN
and transmit the calculated values to analytic component 810.
In other implementations, eNodeB 232 may transmit, to eNo-
deB 232, information that may be used by analytic compo-
nent 810 to determine the capacity actually used by the RAN.

Process 1100 may further include calculating, based on the
instantaneous potential RAN capacity and based on the
capacity actually used by the RAN, the TCP-RAN usage
metric (block 1130). The TCP-RAN usage metric may be
calculated based on the difference between the instantaneous
potential RAN capacity and on the capacity actually used by
the RAN. For example, the TCP-RAN usage metric may be
calculated as the area, over a certain time period, defined by
the difference between curves generated based on the instan-
taneous potential RAN capacity values and on the capacity
actually used.

Process 1100 may further include outputting the TCP-
RAN usage metric (block 1140). For example, analytics com-
ponent 810 may output the TCP-RAN usage metric to a
network administrator. The network administrator may, for
example, make network administration decisions, such as
decisions relating to the evaluation of a network optimization
product or solution, based on the TCP-RAN usage metric.
Alternatively or additionally, TCP-RAN usage metric may be
output to another network device, such as network optimiza-
tion component 260, as a performance indicator that may be
used during the optimization of network parameters.

FIG. 12 is a diagram graphically illustrating an example of
the calculation of the TCP-RAN usage metric. As illustrated,
upper curve 1210 may represent the potential capacity of the
RAN interface for a particular bearer channel. As mentioned,
the potential capacity, corresponding to upper curve 1210,
may be determined by eNodeB 232 as a series of values that
are determined over time (e.g., in one ms intervals). Lower
curve 1220 may represent the capacity that is actually used by
the bearer channel (e.g., in a TCP session). The TCP-RAN
usage metric may correspond to the area between upper curve
1210 and lower curve 1220, such as the area defined by a
certain time interval.

As can be seen by visual inspection of FIGS. 10 and 12, the
lower curve in FIG. 12 (curve 1220) more closely tracks the
upper curve in FIG. 12 (curve 1210) than the corresponding
upper and lower curves in FIG. 10. This may be an indication
that the TCP parameters that are being used in the network
corresponding to FIG. 12 may be more appropriately tuned,
with respect to the RAN interface, than the TCP parameters
that are being used in the network corresponding to FIG. 10.
The TCP-RAN usage metric for FIG. 12 may correspond-
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ingly be lower (indicating better performance) than the TCP-
RAN usage metric for FIG. 10.

As previously mentioned, in one implementation, the TCP-
RAN usage metric may be used to evaluate the effectiveness
of network optimization products. In another possible imple-
mentation, the TCP-RAN usage metric may be used as a
performance indictor for network parameter optimization,
described above.

FIG. 13 is a diagram of example components of a device
1300. Each of the devices illustrated in FIGS. 1-3, 8, and 9
may include one or more devices 1300. Device 1300 may
include bus 1310, processor 1320, memory 1330, input com-
ponent 1340, output component 1350, and communication
interface 1360. In another implementation, device 1300 may
include additional, fewer, different, or differently arranged
components.

Bus 1310 may include one or more communication paths
that permit communication among the components of device
1300. Processor 1320 may include a processor, microproces-
sor, or processing logic that may interpret and execute
instructions. Memory 1330 may include any type of dynamic
storage device that may store information and instructions for
execution by processor 1320, and/or any type of non-volatile
storage device that may store information for use by proces-
sor 1320.

Input component 1340 may include a mechanism that per-
mits an operator to input information to device 1300, such as
a keyboard, a keypad, a button, a switch, etc. Output compo-
nent 1350 may include a mechanism that outputs information
to the operator, such as a display, a speaker, one or more light
emitting diodes (“LEDs”), etc.

Communication interface 1360 may include any trans-
ceiver-like mechanism that enables device 1300 to commu-
nicate with other devices and/or systems. For example, com-
munication interface 1360 may include an Ethernet interface,
an optical interface, a coaxial interface, or the like. Commu-
nication interface 1360 may include a wireless communica-
tion device, such as an infrared (“IR”) receiver, a Bluetooth
radio, or the like. The wireless communication device may be
coupled to an external device, such as a remote control, a
wireless keyboard, a mobile telephone, etc. In some embodi-
ments, device 1300 may include more than one communica-
tion interface 1360. For instance, device 1300 may include an
optical interface and an FEthernet interface.

Device 1300 may perform certain operations described
above. Device 1300 may perform these operations in
response to processor 1320 executing software instructions
stored in a computer-readable medium, such as memory
1330. A computer-readable medium may be defined as a
non-transitory memory device. A memory device may
include space within a single physical memory device or
spread across multiple physical memory devices. The soft-
ware instructions may be read into memory 1330 from
another computer-readable medium or from another device.
The software instructions stored in memory 1330 may cause
processor 1320 to perform processes described herein. Alter-
natively, hardwired circuitry may be used in place of or in
combination with software instructions to implement pro-
cesses described herein. Thus, implementations described
herein are not limited to any specific combination ofhardware
circuitry and software.

In the preceding specification, various preferred embodi-
ments have been described with reference to the accompany-
ing drawings. It will, however, be evident that various modi-
fications and changes may be made thereto, and additional
embodiments may be implemented, without departing from
the broader scope of the invention as set forth in the claims
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that follow. The specification and drawings are accordingly to
be regarded in an illustrative rather than restrictive sense.

For example, while a series of blocks has been described
with regard to FIGS. 6 and 11, the order of the blocks may be
modified in other implementations. Further, non-dependent
blocks may be performed in parallel.

It will be apparent that example aspects, as described
above, may be implemented in many different forms of soft-
ware, firmware, and hardware in the implementations illus-
trated in the figures. The actual software code or specialized
control hardware used to implement these aspects should not
be construed as limiting. Thus, the operation and behavior of
the aspects were described without reference to the specific
software code—it being understood that software and control
hardware could be designed to implement the aspects based
on the description herein.

Further, certain portions of the invention may be imple-
mented as “logic” that performs one or more functions. This
logic may include hardware, such as an ASIC or a FPGA, or
a combination of hardware and software.

Even though particular combinations of features are
recited in the claims and/or disclosed in the specification,
these combinations are not intended to limit the invention. In
fact, many of these features may be combined in ways not
specifically recited in the claims and/or disclosed in the speci-
fication.

No element, act, or instruction used in the present applica-
tion should be construed as critical or essential to the inven-
tion unless explicitly described as such. Further, the phrase
“based on” is intended to mean “based, at least in part, on”
unless explicitly stated otherwise.

What is claimed is:

1. A method comprising:

receiving, by one or more computing devices, values for a

plurality of network parameters, the network parameters
including network parameters associated with operation
of a plurality of devices in a network, at least a first
portion of the network parameters relating to traffic con-
trol in transmission control protocol (TCP) sessions in
the network and at least a second portion of the network
parameters relating to data transmission in a radio access
interface in the network;

receiving, by the one or more computing devices, values

for performance indicators that define a performance of
one or more aspects of the network; and

modifying, by the one or more computing devices, two or

more of the plurality of network parameters based on the

received values for the plurality of network parameters

and based on the received performance indicators, to

optimize performance of the network with respect to the

performance indicators, wherein the modified param-

eters include:

at least one parameter from the first portion of the net-
work parameters relating to traffic control in the TCP
sessions, and

at least one parameter from the second portion of the
network parameters relating to data transmission in
the radio access interface in the network.

2. The method of claim 1, wherein the modification of the
one or more of the plurality of network parameters further
includes:

receiving a plurality of sets of the values for the perfor-

mance indicators; and

iteratively modifying, to optimize the performance of the

network, the two or more of the plurality of the network
parameters based on the received plurality of sets of
values of the performance indicators.
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3. The method of claim 1, wherein the modification of the
two or more of the plurality of network parameters further
includes:

determining an amount to adjust the two or more of the

plurality of network parameters based on one or more
models constructed for the network.

4. The method of claim 3, wherein the one or more models
constructed for the network include models based on M/M/1
queueing systems.

5. The method of claim 3, wherein the one or more models
constructed for the network include a first M/M/1 model that
models the network at the TCP protocol level and a second
M/M/1 model that models the network at a radio link control
(RLC) and media access control (MAC) layer.

6. The method of claim 1,

wherein the first portion of network parameters relate to at

least one of values relating to TCP wait intervals, values
relating to the maximum/minimum number of allowed
TCP connections, values relating to TCP congestion
control algorithms, or values relating to TCP compres-
sion algorithm; and

wherein the second portion of network parameters relate to

least one of a number of retries relating to a radio link
control (RLC) layer in the network, timeout values relat-
ing to the RLC layer in the network, a number of retries
relating to a hybrid automatic repeat request (HARQ)
process in a media access control (MAC) layer, timeout
values relating to the HARQ process in the MAC layer,
values relating to cell selection for cells in the radio
access interface, or values relating to radio power levels
in the radio access interface.

7. The method of claim 1, wherein the plurality of network
parameters include tunable parameters that operate to refine
one or more protocols or processes that are implemented by
the network and static configuration values that operate to
cause selection, during initial configuration or reboot of one
or more of the plurality of devices in the network, of one or
more protocols or processes that are implemented by the one
or more of the plurality of devices in the network.

8. The method of claim 1, wherein the performance indi-
cators include indicators relating to network throughput,
latency, or packet loss.

9. The method of claim 1, wherein the performance indi-
cators include at least one performance indicator that mea-
sures a theoretical capacity of radio interfaces of the network
relative to a capacity that is actually used by the radio inter-
faces.

10. The method of claim 1, wherein the plurality of devices
in the network include user equipment (UE), an evolved
NodeB (eNodeB), and a service gateway (SGW).

11. A device comprising:

a memory; and

atleast one processor to execute instructions in the memory

to:

receive values for a plurality of network parameters, the
network parameters including network parameters
associated with a plurality of devices in a network, at
least a first portion of the network parameters relating
to traffic control in transmission control protocol
(TCP) sessions in the network and at least a second
portion of the network parameters relating to data
transmission in a radio access interface in the net-
work;

receive values for performance indicators that define a
performance of one or more aspects of the network;
and
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modify two or more of the plurality of network param-
eters based on the received values for the plurality of
network parameters and based on the received perfor-
mance indicators, to optimize performance of the net-
work with respect to the performance indicators,
wherein the modified parameters include:

at least one parameter, from the first portion of the net-
work parameters, relating to traffic control in the TCP
sessions, and

at least one parameter, from the second portion of the
network parameters, relating to data transmission in
the radio access interface in the network.

12. The device of claim 11, wherein, when modifying the
two or more of the plurality of network parameters, the at least
one processor is to further execute instructions in the memory
to:

receive a plurality of sets of the values for the performance

indicators; and

iteratively modify, to optimize the performance of the net-

work, the two or more of the plurality of the network
parameters based on the received plurality of sets of
values of the performance indicators.

13. The device of claim 11, wherein, when modifying the
two or more of the plurality of network parameters, the at least
one processor is to further execute instructions in the memory
to:

determine an amount to adjust the two or more of the

plurality of network parameters based on one or more
models constructed for the network.

14. The device of claim 13, wherein the one or more models
constructed for the network include a first M/M/1 model that
models the network at the TCP protocol level and a second
M/M/1 model that models the network at a radio link control
(RLC) and media access control (MAC) layer.

15. The device of claim 11, wherein the performance indi-
cators include at least one performance indicator that mea-
sures a theoretical capacity of radio interfaces of the network
relative to a capacity that is actually used by the radio inter-
faces.

16. A method comprising:

configuring, by one or more computing devices, network

parameters at a plurality of devices in a network, the

configured network parameters including network

parameters that relate to:

traffic control in transmission control protocol (TCP)
sessions in the network, and

network parameters that relate to data transmission in a
radio access interface in the network;

receiving, by the one or more computing devices, values

for performance indicators that define a performance of
one or more aspects of the network;
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updating, by the one or more computing devices and based
on the values for the performance indicators, values for
the network parameters related to traffic control in the
TCP sessions and values for the network parameters
related to data transmission in the radio access interface,
the updated values for the network parameters being
determined based on at least one M/M/1 queueing sys-
tem model constructed for the network;

reconfiguring, by the one or more computing devices and

based on the updated values for the network parameters,
at least some of the network parameters at the plurality
of devices in the network;

receiving, by the one or more computing devices and based

on the reconfigured devices in the network, updated
values for the performance indicators; and

repeating, by the one or more computing devices, the

updating, reconfiguring, and receiving of the updated
values to optimize performance of the network with
respect to the performance indicators.

17. The method of claim 16, wherein the at least one
M/M/1 queuing system model includes a first M/M/1 model
that models the network at the TCP protocol level and a
second M/M/1 model that models the network at a radio link
control (RL.C) and media access control (MAC) layer.

18. The method of claim 16,

wherein the network parameters that relate to traffic control

in TCP sessions include at least one value relating to
TCP wait intervals, maximum/minimum number of
allowed TCP connections, TCP congestion control algo-
rithms, or a TCP compression algorithm; and

wherein the network parameters that relate to data trans-

mission in the radio access interface in the network
include at least one of a number of retries relating to a
radio link control (RLC) layer in the network, timeout
values relating to the RLC layer in the network, a num-
ber of retries relating to a hybrid automatic repeat
request (HARQ) process in a media access control
(MAC) layer, timeout values relating to the HARQ pro-
cess in the MAC layer, values relating to cell selection
for cells in the radio access interface, or values relating
to radio power levels in the radio access interface.

19. The method of claim 16, wherein the performance
indicators include at least one performance indicator that
measures a theoretical capacity of radio interfaces of the
network relative to a capacity that is actually used by the radio
interfaces.

20. The method of claim 16, further including:

updating the least one M/M/1 queueing system model

based on the received values for the performance indi-
cators.



